# 1. Server Naming Options:

# workgroup = NT-Domain-Name or Workgroup-Name

workgroup = alone

;  netbios name = <name_of_this_server>

netbios name = misterx

# server string is the equivalent of the NT Description field

server string = Samba server on %h (v. %v)

; message command = /usr/bin/linpopup "%f" "%m" %s; rm %s

# 2. Printing Options:

printcap name = cups

printing = cups

# 3. Logging Options:

log file = /var/log/samba/log.%m

# Put a capping on the size of the log files (in Kb).

max log size = 50

# Set the log (verbosity) level (0 <= log level <= 10)

; log level = 3

# 4. Security and Domain Membership Options:

# not work for all the hosts in your network.

;   hosts allow = 192.168.1. 192.168.2. 127.

;  guest account = pcguest

security = share

;
password server = <ads server name>

;
realm = <FULLY.QUALIFIED.REALM.DOMAIN>

# Use password server option only with security = server or security = domain

# When using security = domain, you should use password server = *

;   password server = <NT-Server-Name>

;   password server = *

password server = bkb

# Password Level allows matching of _n_ characters of the password for

# all combinations of upper and lower case.

;  password level = 8

;  username level = 8

encrypt passwords = no

# The following are needed to allow password changing from Windows to

# also update the Linux system password.

# NOTE: Use these with 'encrypt passwords' and 'smb passwd file' above.

# NOTE2: You do NOT need these to allow workstations to change only

#        the encrypted SMB passwords. They allow the Unix password

#        to be kept in sync with the SMB password.

;  unix password sync = Yes

;  passwd program = /usr/bin/passwd %u

;  passwd chat = *New*UNIX*password* %n\n *ReType*new*UNIX*password* %n\n

;*passwd:*all*authentication*tokens*updated*successfully*

# Unix users can map to different SMB User names

;  username map = /etc/samba/smbusers

# Using the following line enables you to customise your configuration

# on a per machine basis. The %m gets replaced with the netbios name

# of the machine that is connecting

;   include = /etc/samba/smb.conf.%m

# winbind uid is the range of uid's winbind can use when mapping RIDs to uid's

;  winbind uid = 10000-20000

#

# winbind gid is the range of uid's winbind can use when mapping RIDs to gid's

;  winbind gid = 10000-20000

#

# winbind separator is the character a user must use between their domain

# name and username, defaults to "\"

;  winbind separator = @

# winbind use default domain is switch which forces winbind to treat users

# without domain as members of default domain (set in smb.conf)

# Default is False

;  winbind use default domain = False

#

#

# template homedir determines the home directory for winbind users, with

# %D expanding to their domain name and %U expanding to their username.

# Make sure that PAM-entry for application which uses pam_winbind is able

# to auto-create those directories using something like pam_mkhomedir. Also, make sure

# that domain (%D) directory do exist in advance as pam_mkhomedir does not create it

;  template homedir = /home/%D/%U

#

# template shell determines the shell users authenticated by winbind get

;  template shell = /bin/bash

# 5. Browser Control and Networking Options:

# Most people will find that this option gives better performance.

# See Samba HOWTO Collection and the manual pages for details

socket options = TCP_NODELAY 

# Configure Samba to use multiple interfaces

# If you have multiple network interfaces then you must list them

# here. See the man page for details.

;   interfaces = 192.168.12.2/24 192.168.13.2/24

# Configure remote browse list synchronisation here

#  request announcement to, or browse list sync from:

#       a specific host or from / to a whole subnet (see below)

;   remote browse sync = 192.168.3.25 192.168.5.255

# Cause this host to announce itself to local subnets here

;   remote announce = 192.168.1.255 192.168.2.44

# set local master to no if you don't want Samba to become a master

# browser on your network. Otherwise the normal election rules apply

;   local master = no

local master = yes

# OS Level determines the precedence of this server in master browser

# elections. The default value should be reasonable for client (33)

;   os level = 33

os level = 64

# Domain Master specifies Samba to be the Domain Master Browser. This

# allows Samba to collate browse lists between subnets. Don't use this

# if you already have a Windows NT domain controller doing this job

;   domain master = yes

domain master = yes

# Preferred Master causes Samba to force a local browser election on startup

# and gives it a slightly higher chance of winning the election

;   preferred master = yes

pteferred master = yes

# 6. Domain Control Options:

# Enable this if you want Samba to be a domain logon server for

# Windows95 workstations or Primary Domain Controller for WinNT and Win2k

;   domain logons = yes

# if you enable domain logons then you may want a per-machine or

# per user logon script

# run a specific logon batch file per workstation (machine)

;   logon script = %m.bat

# run a specific logon batch file per username

;   logon script = %U.bat

# Where to store roaming profiles for WinNT and Win2k

#        %L substitutes for this servers netbios name, %U is username

#        You must uncomment the [Profiles] share below

;   logon path = \\%L\Profiles\%U

# Where to store roaming profiles for Win9x. Be careful with this as it also

# impacts where Win2k finds it's /HOME share

; logon home = \\%L\%U\.profile

# Script for domain controller for adding machines:

; add machine script = /usr/sbin/useradd -d /dev/null -g machines -c 'Machine Account' -s /bin/false -M %u

# Script for domain member for adding local accounts for authenticated users:

; add user script = /usr/sbin/useradd -s /bin/false %u

# Domain groups:

# Domain groups are handled by 'net groupmap' instead of smb.conf,

# read net(8) for more

# Admin accounts:

# Administrative accounts are handled by 'net rpc rights', see net(8) and WHATSNEW.TXT for more

# 7. Name Resolution Options:

# - OR - are not deliberately to be known via lmhosts or via WINS.

#

; name resolve order = wins lmhosts bcast

# Windows Internet Name Serving Support Section:

# WINS Support - Tells the NMBD component of Samba to enable it's WINS Server

;   wins support = yes

# WINS Server - Tells the NMBD components of Samba to be a WINS Client

#       Note: Samba can be either a WINS Server, or a WINS Client, but NOT both

;   wins server = w.x.y.z

# WINS Proxy - Tells Samba to answer name resolution queries on

# behalf of a non WINS capable client, for this to work there must be

# at least one  WINS Server on the network. The default is NO.

;   wins proxy = yes

# DNS Proxy 

dns proxy = no

# 8. File Naming Options:

# Case Preservation can be handy - system default is _no_

# NOTE: These can be set on a per share basis

;  preserve case = no

;  short preserve case = no

# Default case is normally upper case for all DOS files

;  default case = lower

# Be very careful with case sensitivity - it can break things!

;  case sensitive = no

# Use sendfile to speed up ReadX and similar requests

# We beleive that past problems with Win9X are fixed now

use sendfile = yes

guest account = shared

restrict anonymous = no

preferred master = no

max protocol = NT

acl compatibility = winnt

ldap ssl = No

server signing = Auto

paranoid server security = no

map to guest = Bad User

guest ok = yes

stat cache = no

dos charset = CP866

[printers]

printable = yes

printer name = LJ1100

[Clear]

path = /mnt/sdc2/multimedia

force user = shared

read list = shared

valid users = shared

guest ok = no

[Soft]

path = /mnt/sdc2/soft

[Post]

read only = no

path = /mnt/sdc2/Почта

[W-Post]

read only = no

path = /mnt/disk/Guest5

